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Please consult the solicitation and the guidance from the cognizant DOE program office before preparing your data management plan. Consider including information on the following points when writing your plan.
Data types and sources: A brief, high-level description of the digital research data to be generated or used through the course of the proposed research and which of these data are considered necessary to validate the research findings. 
Describe the types of digital data to be produced in the course of the project. This could may include a wide variety of information stored in digital form including: experimental, observational, and simulation data; codes, software and algorithms; text; numeric information; images; video; audio; and associated metadata. It also encompasses information in a variety of different forms including raw, processed, and analyzed data, published and archived data.  Include all data necessary to validate research findings.  If you will be using pre-existing data, state that fact and describe the sources.  When identifying the digital research data that should be included in your DMP, the DOE encourages you to “consider the potential benefits of [your] data to [your] own fields of research, fields other than [your] own, and society at large,”
This table, when filled out in accordance with your established workflow, should assist you in documenting your data inputs and outputs, from initial data generation and collection, through to processed, analyzed and published data. It can also be referenced throughout the rest of the DMP.
	Table 1. Digital Research Data Products

	
	Digital research data 
	Size
	Source
	Validating*

	eg
	Images, models, tables, computer code, code book, gene sequences, etc.
	100 - 1TB files, 20K file
	Instrument, observation, external data
	Yes / No

	1
	
	
	
	

	2
	
	
	
	


*Necessary to support, corroborate, verify, or otherwise determine the legitimacy of the research findings. Validation of research findings could be accomplished by reproducing the original experiment or analyses; comparing and contrasting the results against those of a new experiment or analyses; or by some other means.
Content and format: State plans for data and metadata content and format including, where applicable, a description of documentation plans, annotation of relevant software, and the rationale for the selection of appropriate standards. Use existing, accepted community standards where possible. Where community standards are missing or inadequate, propose alternate strategies that facilitate sharing, and should advise the sponsoring program of any need to develop or generalize standards.
1. Describe the file formats you will use for your data and what details (metadata) are necessary for others to understand and use your data.

2. Describe all standard formats and metadata you are using and why you have chosen them.  If you are not using a community or disciplinary standard, what conventions or schema will be used for your data and how will this be documented?  Describe how the metadata will be generated.
3. Describe any software or other tools that are necessary to read the data.

Sharing and Preservation: A description of the plans for data sharing and preservation.
For each of the digital research data products listed in “Table 1. Digital Research Data Products,” indicate how the data will be shared, the timeline for data sharing, and any special conditions (e.g., proprietary software; licenses for re-use, re-distribution, and derivative production; preferred citation) or resources (this could reference the relevant section of the associated research proposal and budget request). Describe any restrictions in data sharing or delay in access after publication, and the corresponding rationales. If the rationale is extensive, it may be easier to document it outside of the table, using the table as a reference point. (See the “Rationale” section).
	Table 2. Sharing of Data Products
	

	*
	Shared (how)
	Shared (when & for how long (minimum))
	Responsibility
	Special conditions/Resources

	e.g
	Repository, by request, website, database, Genbank, etc.
Using CSV, JPG, MATLAB, proprietary instrument format
	Immediately on publication, for 3 yrs.; prior to publication, for 10 yrs.
	PI; PI will transfer data to repository
	Proprietary software, server hardware, database construction, metadata

	1
	
	
	
	

	2
	
	
	
	


*Reference number from “Table 1. Digital Research Data Products”
Consider the following when detailing your digital research data-sharing plan:
1. Describe the specific data formats, media, and distribution approaches that will be used to make data available to others, including any metadata. Will data be deposited in a publicly available database, available for download from a web site, available upon request, etc.? 
2. Describe when the data will be shared and the minimum length of time data will be available. Public release of data should be at the earliest reasonable time. A reasonable standard of timeliness is to make the data accessible immediately after publication, where submission for publication is also expected to be timely. Publication delay policies (if applicable) must be clearly stated.

3. Who will be responsible for data sharing? Indicate whether, when, and under what conditions responsibility for data sharing may be transferred (e.g., to an institutional or community repository). Outline the rights and obligations of all parties as to their roles and responsibilities in the management and retention of research data. Address changes to roles and responsibilities that will occur should a principal investigator or co-PI leave the institution.
4. Research centers and major partnerships with industry or other user communities should also address how data are to be shared and managed with partners, center members, and other major stakeholders. The by-laws of a scientific collaboration should be referenced in this DMP.
5. Discuss data sharing issues arising from proprietary information or other obligations that may delay or place restrictions on the sharing of data. If you are using data from other sources, consider any restrictions on the conditions of use, sharing or distribution for these data.
6. Address the distinction between released and restricted data and how they will be managed.
7. What metadata/ documentation will be submitted alongside the data or created on deposit/ transformation in order to make the data reusable? Are software or tools needed to access the data and will these be shared?
For each of the digital research data products listed in “Table 1. Digital Research Data Products”, indicate how the data will be preserved, the timeline for data preservation, and any special conditions (e.g., proprietary software; licenses for re-use, re-distribution, and derivative production; preferred citation (e.g., DOI)) or resources (this could reference the relevant section of the associated research proposal and budget request). Describe any cost/benefit rationale for data preservation decisions. If the rationale is extensive, it may be easier to document it outside of the table, using the table as a reference point. Often sharing and preservation plans address the same points; if this is the case, simply refer to the sharing section/table as appropriate, and continue to document the necessary rationales below. (See the “Rationale” section).
	Table 3. Preservation of Data Products

	*
	Preserved (how)
	Preserved (how long)
	Responsibility
	Special conditions/Resources

	e.g
	Archived with institutional repository; transferred to disciplinary repository in archival format with archival metadata
	20 yrs.; in perpetuity
	PI; PI transfers data to repository
	Restricted access; repository deposit fees

	1
	
	
	
	

	2
	
	
	
	


*Reference number from “Table 1. Digital Research Data Products”
Consider the following when detailing your digital research data-preservation plan: 
1. Indicate which data and related information will be preserved, and describe the specific data formats and media that will be used for preservation, where the data will be housed, how it will be preserved. 
2. Indicate how long data will be preserved for, documenting the cost/benefit rationale for this decision.
a. Columbia Data Retention policy states: “Research data must be archived for a minimum of three years after the final project close-out, with original data retained wherever possible.”
b. Exceptions requiring longer retention periods may occur when required by the sponsor, when data supports patents, when questions arise from inquiries or investigations with respect to research, or when a student is involved, requiring data to be retained a timely period after the degree is awarded. Research data that support patents should be retained for the entire term of the patent. 
c. Longer retention periods may also be necessary when data represents a large collection that is widely useful to the research community.
d. When assessing a preservation timeline, also consider: how unique are the data, what is the ease or difficulty of regenerating the data, how might the results be validated through other means in the future?
3. Who will be responsible for data preservation? Indicate whether, when, and under what conditions responsibility for data preservation may be transferred (e.g., to an institutional or community repository).
4. What metadata/ documentation will be submitted alongside the data or created on deposit/ transformation in order to make the data reusable? Are software or tools needed to access the data and will these be archived?

5. The DMP should describe physical and cyber resources and facilities that will be used for the effective preservation and storage of research data. 
6. What procedures for preservation, back-up, security and public access does the long-term storage have in place?  
a. Columbia’s Academic Commons - For those who are using Columbia's institutional repository Academic Commons, here is some descriptive text to include in your plan:
Deposit in Academic Commons, Columbia University’s institutional research repository, provides a permanent URL, secure replicated storage (multiple copies of the data, including onsite and offsite storage with verified checksum procedures), accurate metadata, a globally accessible repository and the option for contextual linking between data and published research results. Any file type may be deposited in Academic Commons. Files are available for public consumption and reuse, and for machine extraction. 
b. Non-Columbia Data Management Resources - Here is a list of data management resources at Office of Science user facilities: http://science.energy.gov/funding-opportunities/digital-data-management/resources-at-sc-user-facilities/
Protection: A statement of plans, where appropriate and necessary, to protect confidentiality, personal privacy, Personally Identifiable Information, and U.S. national, homeland, and economic security; recognize proprietary interests, business confidential information, and intellectual property rights; and avoid significant negative impact on innovation, and U.S. competitiveness.
1. Are any of the data you expect to collect sensitive in any of the ways mentioned above? Describe the sensitivity and what actions you will take to protect the data or why sharing certain parameters is not appropriate.

2. How will privacy and confidentiality be protected in the case of human subjects’ research? Consider de-identification, masking techniques, or limited-access facilities to enable data sharing.
3. How will data be handled at all phases of the conducted research to secure confidentiality, and to protect the data from loss? 
4. Note: There is no requirement to share proprietary data.
Rationale: A discussion of the rationale or justification for the proposed data management plan including, for example, the potential impact of the data within the immediate field and in other fields, and any broader societal impact.
1. When discussing the rationale of your proposed DMP, the DOE encourages you to “consider the potential benefits of [your] data to [your] own fields of research, fields other than [your] own, and society at large.” 
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